## TECHNICAL SERVICES
- Technology Benefits Analysis
- Security Technology Design
- Managed Proof of Concept
- Basic Technology Implementation
- Premium Technology Integration
- Managed Proof of Value
- Technology Upgrade
- Technology Effectiveness Validation
- Problem Resolution Management
- Security Technology Optimization
- Remote Administration and Management
- Countermeasures Survey

## RESIDENT RESOURCES PROGRAM
- Solutions to bridge short, medium and long term cybersecurity talent gaps

## CLOUD SERVICES
- Cloud Security Visibility Assessment
- Cloud Security Strategy and Architecture
- Cloud Security Reference Architecture
- Cloud Migration
- Cloud Access Security Broker (CASB)
- Micro-segmentation
- Containerization and Container Security
- Automation and Orchestration
- Infrastructure as Code (IaC)
- Serverless Architecture & Implementation
- Encryption Key Management
- Cloud Security Solution Integration
- Managed Proof of Concept

## RISK MANAGEMENT
- Vulnerability Assessment/Pen Test (White Box and Black Box)
  ~External, Internal, and Wireless Networks
- Physical Security Vulnerability Assessment
- Vulnerability Validation Retest
- Social Engineering Assessment
- Web Application Assessment
- Security Maturity Analysis
- ISO 27002 Policy Review Assessment, NIST 800-53 Review
- Privileged Accounts Audit
- Privacy Gap Assessment (HIPAA, GDPR, CCPA, etc.)
- PCI QSA Compliance Services
- PCI Gap Assessment
- PCI Workshops
- PCI Approved Scanning Vendor (ASV) Vulnerability Assessment
- Security Policy Review/Development

---

[AccessIT Group](https://www.AccessITGroup.com) is Your Partner in Cybersecurity

**CYBERSECURITY SOLUTIONS BUILT FOR BUSINESS**
From your local network to the cloud, AccessIT Group has you covered. Our team of knowledgeable security experts recommend and implement the most appropriate technologies from the industry’s most respected and effective technology partners.

### FEATURED TECHNOLOGY PARTNERS

<table>
<thead>
<tr>
<th>Technology</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Check Point</td>
<td>A leading provider of cyber security solutions to enterprises and governments. Its solutions protect customers from 5th-generation cyber-attacks with an industry-leading catch rate.</td>
</tr>
<tr>
<td>F5</td>
<td>With 20+ years of application service experience, F5 provides the broadest set of services and security for enterprise-grade apps, whether on-premises or across any multi-cloud environment.</td>
</tr>
<tr>
<td>Gigamon</td>
<td>Gigamon provides network visibility and analytics on all traffic across physical, virtual and cloud infrastructure to solve for critical security and performance needs—freeing you to drive digital innovation.</td>
</tr>
<tr>
<td>Tenable</td>
<td>Tenable is the Cyber Exposure company. As the creator of Nessus, Tenable extended its expertise in vulnerabilities to deliver the world’s first platform to see and secure any digital asset on any computing platform.</td>
</tr>
<tr>
<td>ForeScout</td>
<td>ForeScout’s unified security platform enables enterprises and government agencies to gain complete situational awareness of their extended enterprise environments and orchestrate actions to reduce cyber and operational risk.</td>
</tr>
<tr>
<td>Netskope</td>
<td>Netskope delivers data-centric security. The Netskope security cloud provides unrivaled visibility and real-time data and threat protection when accessing cloud services, websites, and private apps from anywhere, on any device.</td>
</tr>
<tr>
<td>CyberArk</td>
<td>CyberArk, the #1 provider of privileged access security, protects data, infrastructure and assets across the enterprise, in the cloud and throughout the DevOps pipeline.</td>
</tr>
<tr>
<td>Tufin</td>
<td>Tufin’s network security automation enables enterprises to implement changes in minutes instead of days, while improving their security posture and business agility.</td>
</tr>
</tbody>
</table>

Your Single Source for Cybersecurity Solutions

From your local network to the cloud, AccessIT Group has you covered. Our team of knowledgeable security experts recommend and implement the most appropriate technologies from the industry’s most respected and effective technology partners.